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Fraud and Impersonation Awareness Notice 
Please be aware that there has been an increase in fraudulent schemes in which unauthorized 

third parties impersonate D. E. Shaw & Co., L.P. or its affiliated entities (collectively, the 

“D. E. Shaw group” or the “Firm”), and/or their employees. These individuals or groups may use 

fake websites, email addresses, social media accounts, or mobile applications—including  

in connection with the use of popular messaging platforms or other forms of communication—

that appear to be associated with the D. E. Shaw group in an effort to target prospective investors, 

job candidates, or members of the general public. 

These schemes are not authorized by the Firm and are in no way affiliated with the Firm.  

They are often designed to create urgency or pressure and may closely mimic legitimate Firm 

communications. For tips on spotting potential red flags of fraud, please consider guidance 

provided by the FBI, SEC, FINRA, and the Hong Kong Monetary Authority, or consider 

downloading the National Anti-Fraud Center app in your mobile app stores if you are based  

in the PRC. 

The Firm conducts business only through its official channels. For example, legitimate email 

communications from the Firm will originate only from authorized @deshaw.com or @deshaw.cn 

email addresses, and the D. E. Shaw group will never solicit payments, personal banking details,  

or sensitive information via social media direct messages, encrypted messaging apps, or online 

chat platforms. 

If you believe you may have been the victim of fraud, please report the matter to local law 

enforcement or appropriate regulatory authorities in your jurisdiction. 

欺诈和假冒行为防范公告 
敬请留意，近期冒充D. E. Shaw & Co., L.P.或其关联实体（统称「德劭集团」或「本公司」）及/或
其员工、合作方的欺诈活动日益增多。不法分子可能利用虚假网站、电子邮件、社交媒体账号或移
动应用程序(含各类即时通讯工具)，伪造与德劭集团的关联假象，企图欺骗潜在投资者、求职者或社
会公众。 

此类活动均未获得本公司授权，与本公司绝无任何关联。诈骗者往往会刻意制造紧迫氛围或施加压
力，其沟通方式可能高度模仿本公司的正规通讯。如需了解如何识别潜在欺诈警示信号，请参考美
国联邦调查局 (FBI)、美国证券交易委员会 (SEC)、美国金融业监管局 (FINRA)以及香港金融管理局发
布的指引；如果您位于中国大陆，可以考虑下载「国家反诈中心」APP。 

本公司仅通过官方渠道开展业务。请注意，本公司发出的合规邮件仅源自经授权的@deshaw.com或
@deshaw.cn后缀的地址。德劭集团从未且绝不会通过社交媒体私信、加密通讯软件或在线聊天平
台要求汇款、索取个人银行账户或敏感信息。 

如果您怀疑受骗或已造成财务损失，请立即向所在司法管辖区的当地执法部门或相关监管机构报案
并寻求协助，切实保护自身合法权益。 

https://www.ic3.gov/CrimeInfo/Investment
https://www.investor.gov/introduction-investing/general-resources/news-alerts/alerts-bulletins/investor-alerts/beware-fraudsters-impersonating-investment-professionals-and-firms-investor-alert
https://www.finra.org/investors/insights/be-alert-signs-imposter-investment-scams
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/
https://www.ic3.gov/CrimeInfo/Investment
https://www.investor.gov/introduction-investing/general-resources/news-alerts/alerts-bulletins/investor-alerts/beware-fraudsters-impersonating-investment-professionals-and-firms-investor-alert
https://www.finra.org/investors/insights/be-alert-signs-imposter-investment-scams
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/
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欺詐和假冒行為防範公告 
敬請留意，近期冒充 D. E. Shaw & Co., L.P. 或其關聯實體（統稱「德劭集團」或「本公司」）及／或
其員工、合作方的欺詐活動日益增多。不法分子可能利用虛假網站、電子郵件、社交媒體帳號或行
動應用程式（包括各類即時通訊工具），偽造與德劭集團存在關聯的假象，企圖欺騙潛在投資者、
求職者或社會公眾。 

上述任何行為均未獲得本公司授權，且與本公司絕無任何關聯。詐騙者往往刻意製造緊迫氛圍或施
加壓力，其溝通方式可能高度模仿本公司的正規通訊。如需了解如何識別潛在的欺詐警示訊號，請
參考美國聯邦調查局（FBI）、美國證券交易委員會（SEC）、美國金融業監管局（FINRA）以及香
港金融管理局所發布的相關指引；如您位於中國大陸，亦可考慮下載「國家反詐中心」APP。 

本公司僅透過官方管道開展業務。請注意，本公司發出的合規電子郵件僅會來自經授權的 
@deshaw.com 或 @deshaw.cn 網域。德劭集團從未，且絕不會，透過社交媒體私訊、加密通訊軟
體或線上聊天平台要求匯款，或索取個人銀行帳戶及其他敏感資訊。 

如您懷疑已遭受欺詐或已造成任何財務損失，請立即向您所在地司法管轄區的執法機關或相關監管
機構報案並尋求協助，以保障自身的合法權益。 

詐欺・なりすましに関する注意喚起 
権限のない第三者が、D. E. Shaw & Co., L.P.またはその関連会社（総称して、 
「D. E. Shaw group」または「当社」といいます）や、その従業員になりすます詐欺行為が増加し
ていますので、十分にご注意ください。これらの個人またはグループは、D. E. Shaw groupと関連
があるかのように装った偽のウェブサイト、メールアドレス、SNSアカウント、モバイルアプリ 
（主要なメッセージングプラットフォームやその他の通信手段を含む）を使用し、潜在的な投資
家、求職者、または一般の方々に接触しようとする可能性があります。 

これらの行為は、当社が認めたものではなく、当社とは一切関係がありません。こうした接触は
多くの場合、緊急性やプレッシャーを感じさせるように仕組まれており、当社からの正規の連絡
と見分けがつかないほど巧妙に模倣されている場合があります。詐欺の兆候を見分けるための 
ヒントについては、米連邦捜査局（FBI）、米証券取引委員会（SEC）、金融業規制機構
（FINRA）、香港金融管理局（HKMA）が提供しているガイダンスを参考にしてください。 

当社は公式チャネルを通じてのみ業務を行っております。例えば、当社からの正規のメールによ
るご連絡は、当社指定の@deshaw.com または@deshaw.cnのメールアドレスからのみ送信され
ます。また、D. E. Shaw groupが、SNSのダイレクトメッセージ、暗号化メッセージアプリや 
オンラインチャットプラットフォームを通じて、支払い、個人の銀行情報、または機密情報の提
供を求めることは一切ございません。 

詐欺の被害に遭ったかもしれないと思われる場合は、お住まいの地域の警察、または適切な規制
当局に通報してください。 

https://www.ic3.gov/CrimeInfo/Investment
https://www.investor.gov/introduction-investing/general-resources/news-alerts/alerts-bulletins/investor-alerts/beware-fraudsters-impersonating-investment-professionals-and-firms-investor-alert
https://www.finra.org/investors/insights/be-alert-signs-imposter-investment-scams
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/
https://www.ic3.gov/CrimeInfo/Investment
https://www.investor.gov/introduction-investing/general-resources/news-alerts/alerts-bulletins/investor-alerts/beware-fraudsters-impersonating-investment-professionals-and-firms-investor-alert
https://www.finra.org/investors/insights/be-alert-signs-imposter-investment-scams
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/
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